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This, "ID Federation Release Notes" contains the information about the 

latest release function of ID Federation and impact on our customers. 

 

1. Overview 

We provide the following functions for convenience for users and 

administrators of ID Federation . 

 

2. Contents provided 

(1) Addition of the function of Mail OTP authentication 

We add “Mail OTP authentication” as a multifactor authentication. 

It provides an enhanced authentication function by entering the 

one-time password which is sent to e-mail address customer sets at 

the time of authentication. 

 

（2）Addition of the function of account sync (SCIM) 

It enables to resister automatically user information such as 

customer’s ID management system to ID Federation. 



 

* SCIM: System for Cross-domain Identity Management (defined schema and 

protocol for identity management) 

 

* It is free, but requires the application of Account Sync (SCIM) function if customer    

uses. 

 

(3)Performance upgrade of e-mail transmission handling 

We renew the mail server for the purpose of performance upgrade of 

e-mail transmission handling. 

It will be changed the source IP address of the notification e-mail 

(included user ID notification e-mail, password initial guidance e-mail 

and so on) in ID Federation. 

In regard to the information such as the source IP address after it 

changes, please conduct the receiving e-mail setting by referring to 

“2. Supported Environment” – “Notes for receiving notification e-mail” 

in “ ID Federation Enterprise Administrator’s Manual version 3.4” if 

needed. 

 

(4)Others 

- To add the type of authentication log outputted to audit logs 

- To improve minor screen transition  

 

3. Schedule 



The above functions will be applied after the maintenance which is 

implemented from 0:00 am to 6:00 am on Monday, November 28, 

2016. 


